
 FORUM SÉCURITÉ SUISSE (FSS) 

Invitation au 11e FSS Security Talk  

Chers membres, personnes intéressées et invités, 

Les nouvelles formes de menaces telles que les cyberattaques représentent égale-
ment l'un des plus grands dangers pour la Suisse. Tous les domaines sont concernés 
par l'augmentation des cyberattaques : l'État, l'économie et la société. Avec la straté-
gie Cyber 2021-2024, le DDPS a introduit des mesures correspondantes dans le do-
maine de la cyberdéfense.  

Pour une grande partie de l'économie, en particulier pour les PME, et pour la popula-
tion, les cyber risques sont toutefois encore difficiles à appréhender, bien que de 
nombreuses entreprises et organisations en Suisse aient déjà été victimes d'at-
taques. Les dommages financiers de telles attaques se chiffrent en millions. Les con-
séquences d'une cyberattaque sur les infrastructures critiques, telles que l'approvi-
sionnement en énergie, les établissements de santé ou l'approvisionnement en 
moyens de transport, seraient toutefois nettement plus graves. C'est pourquoi la 
Suisse se pose de nombreuses questions urgentes sur la manière de se protéger 
contre les cybermenaces.  

• Comment le UE et les autres pays européens abordent-ils cette problématique et 
où se situe la Suisse en comparaison internationale ? 

• Où en est la Suisse dans le domaine de la cyberdéfense ? Quels sont les effets de 
la Stratégie Cyber 2021-2024 du DDPS? 

• Quelle est la répartition des tâches entre l'État, l'économie et la société en ce qui 
concerne les cybermenaces ? 

• Comment garantir la protection des infrastructures critiques ? Quelles sont les 
mesures déjà prises et quelles sont les étapes supplémentaires nécessaires ? 

• Quels services et instruments les principales entreprises technologiques suisses 
recommandent-elles dans le domaine militaire et civil ? 

• Comment le secteur privé, et en particulier les PME, peuvent-ils se protéger 
contre d'éventuelles cyberattaques ? Que faire en cas de piratage ? 
 

Lors du 11e FSS Security Talk "Cybermenaces...", le lundi 17 octobre 2022 à Berne, des 
experts du monde scientifique, de l'économie privée, de l'armée, des autorités et de 
la politique présenteront des exposés et discuteront avec vous et répondront à vos 
questions.  

Nous nous réjouissons de votre participation ! 

Avec mes meilleures salutations 

 
 

Hans-Jürg Käser     Fredy Müller    
Président      Directeur général 
FORUM SÉCURITÉ SUISSE (FSS)  FORUM SÉCURITÉ SUISSE (FSS) 



 FORUM SÉCURITÉ SUISSE (FSS) 

Programme provisoire 

 

Nous remercions nos : 

Partenaires d'événement     Partenariats annuels 

 

 

 

 

 

18:00 Mot de bienvenue Conseiller fédéral Ueli Maurer, Chef du Département fé-
déral des finances (DFF) 

   
La cybersécurité en Europe  Dr. Stefanie Frey,  Directrice général Deuter Cyber Se-

curity GmbH, Membre Advisory Group ENISA  
 
 

Commandement Cyber de l'Armée 
Suisse 

Colonel EMG Robert Flück, Projet de commandement Cy-
ber, Armée Suisse 

 Les cybermenaces en Suisse - un état 
des lieux  

Dr. Peter Friedli, Head of Defence , AWK Group 

v 

19:00 Table ronde et questions-réponses  

  

Invités du panel:  
  
  
  
  

Florian Schütz, Délégué fédéral à la cybersécurité  
Dr. Jörg Mäder, Conseiller national (PVL, ZH)  
Alexandra Arni, Responsable ICT,  Association suisse 
des banquiers, Vice-président, Swiss FS-CSC  
Dr. Urs Loher, CEO / Country Manager Switzerland,  
Thales Suisse SA 

  Moderation: Fredy Müller, Directeur général FSS 

20:00 Apéro   

Inscrivez-vous 

Entrée: CHF 100.- (entrée gratuite pour les étudiants et les personnes en formation) 

Inscription sur : www.forum-sicherheit-schweiz.ch/kommende-talks | +41 (0)44 533 04 00 |  ou:  
sekretariat@forum-sicherheit-schweiz.ch 


